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Georgia Funding Allocation

TOTAL FED LOCAL $ LOCAL $ to RURALLOCAL $ to METRO ADMIN FEE STATE REMAINDER

FY22 4,877,389.00$    3,901,911.20$   975,477.80$         2,926,433.40$      243,869.45$           731,608.35$           

Per Rural County Per Metro County

8,128.98$           75,036.75$           



Match Requirements

Eligible entities, if applying as a single applicant, must meet a 10% cost share requirement for the FY 2022 

SLCGP. The recipient contribution can be cash (hard match) or third-party in-kind (soft match). Eligible applicants 

shall agree to make available non-federal funds to carry out an SLCGP award in an amount not less than 10% of 

activities under the award. 

DHS/FEMA administers cost-matching requirements in accordance with 2 C.F.R. § 200.306.To meet matching 

requirements, the recipient contributions must be verifiable, reasonable, allocable and necessary, and otherwise 

allowable under the grant program, and in compliance with all applicable federal requirements and regulations. 

Unless otherwise authorized by law, the non-federal cost share requirement cannot be matched with other federal 

funds.

For example, if the federal award were at a 90% cost share and the total approved budget costwas$100,000, then:

ÅFederal share is 90% of $100,000 = $90,000

ÅRecipient share is 10% of $100,000 = $10,000

However, with this example, if the total cost ended up being $120,000, the federal share would remain at $90,000 

due to the statutory formula even if it means the federal share ends up being lower than 90%. Any cost overruns 

will not be matched by this grant program and will be incurred by the recipient. 



Objectives

ÅObjective 1: Develop and establish appropriate governance structures, including 

developing, implementing, or revising cybersecurity plans, to improve capabilities to 

respond to cybersecurity incidents and ensure continuity of operations. 

ÅObjective 2: Understand their current cybersecurity posture and areas for improvement 

based on continuous testing, evaluation, and structured assessments. 

ÅObjective 3: Implement security protections commensurate with risk. 

ÅObjective 4: Ensure organization personnel are appropriately trained in cybersecurity, 

commensurate with responsibility. 






